Как не стать жертвой мошенников?

Мошенники могут оформить на вас кредит онлайн. Для этого они используют данные, которые утекли в сеть, и СМС-подтверждение. Раскрываем новую схему.

Мошенник сообщает, что в МФЦ поступило письмо на ваше имя, предлагает доставить его по месту вашего жительства, а для убедительности называет адрес отделения МФЦ, откуда будто бы звонит.

Далее злоумышленник высылает СМС якобы с номером отправления, который просит сообщить. На самом деле эти цифры — код для подтверждения регистрации на портале «Банки.ру», где можно оформить кредит или микрозаём.

Мошенник, используя другие известные ему данные, попытается оформить на вас кредит.

Как защититься от этой и подобных схем?

Следуйте простым правилам: С

Самое главное — никому не сообщайте коды из СМС;

Помните: сотрудники банковских организаций или МФЦ никогда не просят подтвердить переводы, платежи или поступление денег на карту;

Если некто представляется по телефону работником банка или МФЦ, попросите его назвать свои имя и должность и положите трубку.

Затем свяжитесь с той организацией, от имени которой вам звонили, и уточните информацию.

Будьте бдительны, если стали жертвой мошенников, незамедлительно обращайтесь в полицию.
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